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Abstract: In the modern era, the Internet technology is transitioning at a high pace. The transition from WEB 1.0 to WEB 

2.0 was very swift and even the transition to WEB 3.0 will be smooth. This paper discusses about the application of 

blockchain technology in WEB 3.0 environment. It also discusses about smart contract which enables a user to transact 

on a specific blockchain network called Ethereum. Being the second largest cryptocurrency in the market, it offers a wide 

variety of decentralized application. The smart contract of this paper aims at transparent and irreversible transfer of Ether 

tokens from one wallet address to another wallet address along with a customized note. 

 

Keywords: WEB 3.0, cryptocurrency, smart contract, banking in blockchain, supply chain, mining, Ethereum, gas fees, 

minting, virtual wallet 

 

I.  INTRODUCTION 

 

Blockchain is an immutable, virtual order book which is shared among different nodes where each node keeps updating 

itself. Thereby, updating the entire network. Nobody has centralized administrative access over the system, rather its 

synced across multiple nodes and is decentralized. Blockchain uses two verification methodologies (PoW and PoS) which 

are tamper resistant. Being the second largest blockchain network, Ethereum is widely used in various decentralized 

transactions. The project is Ethereum based decentralized WEB 3.0 application which uses a customized smart contract 

which runs on a user-friendly front-end. 

 

 
 

 

II. RELATED SURVEY 

 

Due to the existence of the cryptographic hash, the data stored in a blockchain are inherently resistant to modification: if 

one block of data is modified, all blocks afterward should be regenerated with new hash values. This feature of 

immutability is fundamental to blockchain applications.[1] 

In order to add more values to the blockchain ecosystem, Ethereum is customized to be a platform to facilitate 

decentralized smart contracts via Ether. Smart contract refers to the idea that legal contracts can be notarized and executed 

automatically.[2] 

Ethereum has hosted different categories of dApps, including exchange, energy, finance, health, identity, insurance, 

media, etc. However, many state-of-the-art dApps are in fact only partially decentralized. For example, Blockstack and 

OpenBazaar are leveraging the blockchain to validate only identities of users and not anything else.[3] 
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We explore reuse in dapps. We find code-level reuse is common in dapps and used for different purposes. These findings 

can help developers rationally design their dapps and warn users to check source codes when using dapps of category 

Gambling.[4] 

A reference implementation of the protocol, named Zeppelin, has been partially realized in the Ethereum general-purpose 

blockchain, and deployed on a small-scale network. The reference implementation is highly modular and demonstrates 

the ability for decentralized applications to use both a traditional backend and a blockchain based backend. By using a 

blockchain, some application data and business logic is stored and executed on a global virtual machine, distributed 

between participating nodes.[5] 

We take an effective approach to validate different types of currency transactions using Ethereum smart contracts by 

selecting multiple verifiers and forming a committee within the group of untrusted users. Analysis shows that the 

committee can get the correct verification result for each transaction.[6] 

The interesting part of the block validation algorithm is the concept of "proof of work": the condition is that the SHA256 

hash of every block, treated as a 256-bit number, must be less than a dynamically adjusted target, which as of the time of 

this writing is approximately 2190. The main purpose is to make block creation computationally "hard", thereby preventing 

sybil attackers from remaking the entire blockchain in their favour.[7] 

To leverage broader understanding of the functionality and to make the creation of contracts accessible for the general 

use, we propose a mechanism that semi-automates contract generation by translating institutional formalization from a 

human readable behaviour specification to a contractual structure in the form of smart contracts.[8] 

Digital encryption currency moved into the programmable “era of smart contract”. Meanwhile, Ethereum is the most 

active public blockchain of 2.0 mode in the world at present. The distinct feature of smart contract clearly suggests the 

differences between Ethereum and Bitcoin.[9] 

The smart contract is like a traditional contract, with a three-step process of contract generation, release, and execution. 

The contract generation stage mainly includes negotiation of participants early, discussion on how to reach consensus, 

design of contract specifications, and develop the contract. The code of smart contract requires strict discussion and 

verification of participants. The second stage is contract release stage, in which tests and verification are conducted before 

the contract is released. Once smart contract code is deployed in blockchain, it cannot be modified again.[10] 

 

 
Fig: Screenshot of transaction history of transfer of Ether tokens between two wallet addresses 

 

III. CONCLUSION 

 

The project is built on blockchain that allows people to trade their virtual assets on a secure and transparent platform 

without any intermediates. In this modern era, the decentralized exchange is not free of trust. One must still trust different 

parties. The project effectively reduces middleman and transaction costs while offering a simple and cheap way to swap 

tokens on the blockchain. With a customized smart contract doing the verification asynchronously it is much more 

decentralized than any major exchange. 
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